
Doktori Műhelytanulmányok 2019

Doctoral Working Papers 2019



DOKTORI MŰHELYTANULMÁNYOK



Doktori Műhelytanulmányok 2019
Szerkesztette • Erdős Csaba

Doctoral Working Papers 2019
Edited by • Csaba Erdős

Gondolat Kiadó
Budapest



Széchenyi István Egyetem
Széchenyi István University

Állam- és Jogtudományi Doktori Iskola
Postgradual Doctoral School of Law and Political Sciences

A kötet kiadása az Igazságügyi Minisztérium által támogatott,  
a „Jogászképzés színvonalának emelését célzó programok” keretében valósult meg.

Lektorálta/lectors

Barna Attila, Bartkó Róbert, Ferencz Jácint, G. Karácsony Gergely,  
Glavanits Judit, Göndör Éva, Horváth Gergely, Horváthy Balázs, Hulkó Gábor,  
Kecskés Gábor, Lapsánszky András, Smuk Péter, Szegedi András, Váczi Péter

© A tanulmányok szerzői, 2019
Szerkesztés © Erdős Csaba, 2019

Minden jog fenntartva, beleértve a sokszorosítást,  
a mű bővített, illetve rövidített változata kiadásának jogát is.  
A kiadó írásbeli hozzájárulása nélkül sem a teljes mű,  
sem annak része semmiféle formában nem sokszorosítható.

www.gondolatkiado.hu
facebook.com/gondolat

A kiadásért felel Bácskai István
Szöveggondozó Gál Mihály
A kötetet tervezte Lipót Éva

ISBN 978 963 693 804 8
ISSN 2064-1788



Tartalom • Table of Contents

Előszó	 9

ALKOTMÁNYJOGI SZEKCIÓ

MAGYAR ZSÓKA 
Brit miniszterelnök: első az egyenlőtlenek fölött	 13

M. BALÁZS ÁGNES 
Ha bezárt, akkor kizárt – egyes bűncselekmények elkövetéséhez köthető 
természetes kizáró okok a nemzetközi gyakorlatban	 32

PÁLFI EDINA
A törvényalkotási eljárás alkotmányos  garanciáinak változásai	 47

WELLMANN BARNA BENCE
Az alapvető jogok és az adatvédelem fejlődése  az Egyesült Királyságban 	 62

NEMZETKÖZI JOGI  ÉS UNIÓS JOGI SZEKCIÓ

BARÁTKI LÁSZLÓ ATTILA 
A szubszidiaritás alkalmazása, egy  gyakorlati példa bemutatása	 85

SALVADOR NETO LUIS
A Roger Pinto-ügy a diplomáciai  menedékjog tükrében	 102

SZILÁGYI LÁSZLÓ
Kisebbségvédelem egy globalizálódó Európában –  az Izsák  
és Dabis kontra Bizottság eset	 112



KÖZIGAZGATÁSI ÉS PÉNZÜGYI JOGI SZEKCIÓ

BÁNYAI DÁVID
Devizahitelezés tapasztalatai Magyarországon	 123

HERCZEGNÉ KŐMÍVES HENRIETTA
A magyarországi PPP a számvevőszéki  ellenőrzések tükrében	 140

IBRAHIM ÁDÁM
Kriptoidegentől a kriptobarát jogrendszerig	 150

LEHOCZKI ZÓRA ZSÓFIA
Az önkormányzati holding társaság	 159

MOLNÁR PÉTER	
A felhőalapú számítástechnika szabályozását befolyásoló tényezők  
és ezek vizsgálata 	 173

BÜNTETŐJOGI SZEKCIÓ

BALÁZSNÉ FOLTA DÓRA
Alkoholpolitikák, alkoholkontroll. Az alkoholos állapot mint  
enyhítő körülmény	 193

HUSSEIN JASMINE
Az elektronikus felügyelet  mint alternatív szankció	 205

POLGÁRI JOGI ÉS POLGÁRI ELJÁRÁSJOGI SZEKCIÓ

BARANYI EMESE ZSUZSANNA
Nászadományok szabályozása a magyar jogtörténetben és  
a mahr az iszlám jogban	 221

BARTHA BENCE
A római peres eljárás és a Polgári Perrendtartás néhány  
szerkezeti összefüggése	 236

CSITEI BÉLA
Az önvezető járművek hibás teljesítésén alapuló  
kontraktuális felelősségről	 250



PETHŐ ANDRÁS 
A nem kívánt, de egészséges gyermekkel kapcsolatban felmerülő  
polgári jogi kárigények	 260

SZIVÓS KRISTÓF
A perkoncentráció alapelvi jellegéről	 272

MUNKAJOGI SZEKCIÓ

BORS SZILVIA 
Szakértő alkalmazása a munkaügyi perekben	 289

MAKRA NORBERT
Fegyelmi büntetések lehetőségei. Hátrányos jogkövetkezmény  
kiszabása és az  azt megelőző speciális eljárás rendje	 303

NYERGES ÉVA
Javadalmazási elvek és célok tudatos  munkáltatói szemléletben	 315

ENGLISH LANGUAGE PANEL

AMOURI, BAYA
The V4’s migration policy: a coalition  or a separation in disguise? 
(Special focus on the European migrant crisis)	 333

BENCZE, KRISZTINA
The comparison of the principle of a fair  procedure and the free evidence	 348

CHORVÁT, MICHAL
Categories of Languages and their  Legal Regimes in the European Union	 362

FÁSKERTY, ÉVA KATALIN 
(Dis)-Ability Pension	 376
The difference between disability and invalidity  in the Hungarian  
legal system	 376

IUHAS (GHERMAN), CRISTINA-FLORINA
General issues on the romanian  market economy	 385



HORVÁTH, HELGA
The history leading to the adoption  of the Istanbul Convention and the 
objections of the Member States to it	 394

LÁSKOVÁ, EVA
Interpretation of unclear legal concept  in case-law in the Czech republic	 419

LENGYEL, JÚLIA
On the Legal System of Employment Rehabilitation   
and Deinstitutionalization	 427

MÁRKI, DÁVID
Transparency versus data protection in  a particular attention to the 
administration of justice – with a European outlook	 446

NOVÁKOVÁ, JANA
Judicial minimalism in the light  of pragmatism and efficiency 	 464

PHOMPANYA, VIXATY
Current Status and Future Directions  of eHealth Interventions  
for Healthcare  Strengthening in Lao PDR	 475

SZŐKE-KIS, BERNADETT
Transnistria – a Country that Does Not Exist The Way to 
Partial Independence and Struggles  with Statuslessness	 490

THEPPHAVANH, NIMITXAY 
Parliamentary Oversight in Laos	 504



Transparency versus data protection in  
a particular attention to the administration of justice 

– with a European outlook1

Márki, Dávid
University of Szeged

Faculty of Law and Political Science
Department of Constitutional Law
e-mail: marki@juris.u-szeged.hu

Abstract
„Our ability to access previously unimaginably large amounts of information has al-
ready had a much greater impact on our lives, on our work, and on our relationships 
with each other than the automation of human activities.”2

Globalization and the global emergence and spread of info-communication technolo-
gies had a serious impact on some aspects of the information society.3

This article seeks to provide an overview of the protective legal framework of privacy 
and personal data with particular attention to the Hungarian issue of data processing 
in court proceedings and the changes introduced by the European Data Protection Re-
form of the GDPR in some EU Member States.

1. Introduction

The right to a fair trial by an independent and impartial tribunal is a fundamental 
right everybody is entitled to.4 Through such right, transparency and publicity 
becomes an important guarantee of the administration of justice. a broader sense, 

1  This research was supported by the project nr. EFOP-3.6.2-16-2017-00007, titled Aspects 
on the development of intelligent, sustainable and inclusive society: social, technological, innova-
tion networks in employment and digital economy. The project has been supported by the Euro-
pean Union, co-financed by the European Social Fund and the budget of Hungary.

2  Bojár Gábor: A III. informatikai forradalom. https://hvg.hu/tudomany/20180915_A_III_
informatikai_forradalom (25. 01. 2019)

3  Székely Iván: Az egyén és az információs hatalom. http://www.eszmelet.hu/szekely_ivan-
az-egyen-es-az-informacios-hatalom/ (25. 01. 2019)

4  Fundamental Law of Hungary: http://net.jogtar.hu/jr/gen/hjegy_doc.cgi?docid=A1100425. 
ATV (25. 01. 2019)
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and as a procedural principle of different court proceedings as well, embodying 
the so-called civil control.

The administration of justice and the judiciary is as an independent branch 
of public power – a fundamental subsystem of modern democracies, with the 
publicity of court proceedings – besides judicial independence – being its foun-
dational principle. The need to realize responsibility and hold people account-
able as part of this structure is almost as old as humankind itself. Be it nomadic 
tribal structures or modern democracies, it can be argued that the administration 
of justice is a community act. which the individual plays an indispensable part. 
Members of a community were and are present in the proceedings5, but not only 
as “controllers”, but also in concrete, distinguishable procedural roles, either as 
plaintiffs or defendants. 

The protection of the rights of these persons is quintessential in the respective 
procedures, and a fair balance should be struck in the privacy vs. transparency 
dilemma, ensuring that individual rights and expectations of privacy not be un-
necessarily and disproportionately sacrificed on the altar of transparency.

This examination is then more and more substantiated by the fact that in the 
past decade, due to the exponentially growing evolution of information technol-
ogy, claiming additional fundamental rights’ guarantees has grown in many pro-
ceedings. In this context, practically, the social contract itself changes and claims 
of rights against the state become emphatic.

The so-called information rights that have been so far established in modern 
democracies are fundamentally interrelated with the activities of the judiciary. 
Their role in jurisprudence and judicial practice reaches far over the problem-
atic of the effective exercise of the right to the publicity of court proceedings as 
rules exist not only in relation to the respective proceedings, but also regarding 
the operation of the judicial apparatus as a whole.6 The constitutional regulation 
of these rights however does not simultaneously mean their limitless enjoyment 
given that their exercise should not violate concurring fundamental rights and 
state interests.

The collision7 between the requirements of privacy protection and transpar-
ency impose challenges on the legislator, the legal practitioners and on the judi-

5  For example the jury system or the assessorial / lay judge system.
6  Sulyok Márton: Magánszféravédelem a tisztességes eljárásban – Az alapjogsértő bizonyí-

tás összehasonlító alkotmányjogi vizsgálata. 2017, PhD-értekezés, Szeged. http://doktori.bibl.u-
szeged.hu/3953/1/Sulyok_Marton_ertekezes.pdf 

7  In connection with the conflict of fundamental rights, it is worth mentioning the new 
practice of the Constitutional Court, which has repeatedly dealt with the obligation to create a 
fair balance between fundamental rights with the emergence of competing fundamental rights 
positions. For more information, see 16/2016. (X. 20.) AB Decision
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cial practice as well. many fields.8 Beyond issues of data protection, these require-
ments influence the publicity of the courtroom, the publicity of proceedings to the 
press, and the protection of personality rights. 

With the two new procedural Acts (i.e. the Civil9 and the Criminal Procedure 
Codes10) – entered into force in 2018 –, the regulation of information rights in 
the Hungarian legal system has changed significantly. The problem is that, so far, 
court practice in relation to publicity of proceedings has been so divergent in both 
civil and criminal cases that it even amounted – in some cases – to legal uncer-
tainty.

2. Hungary and data protection

Hungary used to be a pioneer in the protection of personal data. Hungary met 
the privacy standards of the EU as early as in 2000, first among the countries 
accessing to the EU in 2004. Since its entry in the European Union, Hungary 
maintained a data protection law in line with the 1995 Directive but significant 
concerns over the independence of the data protection authority had put into 
question the country’s achievements.11 From 1 January 2012, the Fundamental 
Law of Hungary expressly addresses data protection and privacy under Article VI. 
The Fundamental Law sets forth that everyone shall have to the protection of his 
or her personal data as well as to access and disseminate data of public interest. 
12 A new and independent authority is placed in charge of the regulation of data 
protection under the Fundamental Law, with the details of its operations defined 
by the Informational Act (Act CXII of 201113) which also entered into force on 1 
January 2012.

In the recent past, due to the European Data Protection Reform embodies by 
the GDPR – the Hungarian Parliament had to amend the Act on the Information-
al Self-Determination and Freedom of Information, and the reform was imple-
mented in two steps. As the first step, the Parliament adopted an amendment to 
the existing Act basically with two major issues: the appointment of the Hungar-

8  Sulyok Márton: Egy indítvány nyomában… Alapvető alkotmányjogi jelentőségű kér-
dések a polgári eljárásjogi magánszféravédelem köréből. Arsboni, 2018/1–2. 3–18. 

9  http://njt.hu/translated/doc/J2016T0130P_20180701_FIN.pdf (25. 01. 2019)
10  https://net.jogtar.hu/jogszabaly?docid=A1700090.TV&timeshift=fffffff4&txtreferer=000

00001.TXT (25. 01. 2019)
11  https://curia.europa.eu/jcms/upload/docs/application/pdf/2014-04/cp140053hu.pdf (25. 

01. 2019)
12  http://njt.hu/translated/doc/TheFundamentalLawofHungary_20190101_FIN.pdf (25. 01. 

2019)
13  http://www.naih.hu/files/Privacy_Act-CXII-of-2011_EN_201310.pdf (25. 01. 2019)
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ian Data Protection Authority and a provision for the Data Protection Authority 
to give warning instead of imposing fines for first time for infringement the rules 
of data protection.14 

The second step was the adoption of the General Data Protection Regulation15 
and the implementation of the „Police Directive”.16 This amendment is effective 
since 26th of July 2018.

3. Judicial data processing in Hungary

The rapid technological development and globalisation have brought new chal-
lenges for the protection on personal data. The scale of the collection and sharing 
of personal data has increased significantly.

In carrying out their jurisdictional activities, the courts are necessarily contact-
ing the information system that includes personal and public data, which is an 
essential factor for society and the state as well. 17

The legal relationships being the subject of court proceedings are built on this 
information system, which will allow all the social, economic, and public informa-
tion to appear; therefore the courts clearly qualify as data controllers/processors.

These so-called databases separate themselves technically and physically from 
their original sources, so the data is available to the court, irrespective of space, 
time and the will of the parties involved.18

In order to ensure the transparency of courts, the information stored must be 
provided to the parties, other authorities, and the media, taking into account ap-
plicable legal provisions.

When it comes to the operation of courts, one of the biggest problems with 
regard to the constitutionality of data processing is when the qualification of a 
particular data is changed several times in different procedural stages, and is – 
consequently – subject to different legal protection. Needless to say that the same 

14  DLA Piper: Data Protection Laws of the World. 2019, HandBook, 322.
15  Regulation (EU) 2016/679 of the European Parliament and of the Council. https://eur-

lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32016R0679&from=HU (25. 01. 
2019)

16  Directive (EU) 2016/680 of the European Parliament and of the Council. https://eur-lex.
europa.eu/legal-content/EN/TXT/?uri=uriserv%3AOJ.L_.2016.119.01.0089.01.ENG (25. 01. 
2019)

17  Harangozó Attila: Vitaanyag Az igazságügyi adatkezelésről és a bírósági tájékoztatásról 
szóló törvénytervezet előzetes egyeztetéséhez. http://birosag.hu/nyilvanossag/az-igazsagugyi-
adatkezelesrol-es-birosagitajekoztatasrol-szolo-torvenytervezet (25. 01. 2019)

18  Szeleczki Rita: Adatkezelés a bírósági eljárásokban. https://mabie.hu/index.php/cikkek-
tanulmanyok/109-dr-szelecki-rita-adatkezeles-a-birosagi-eljarasokban (25. 01. 2019)
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data cannot be considered as both public and protected at the same time in the 
same procedure.19

However. compliance with domestic legal provisions, this issue arises regularly, 
which is quite frankly a legal nonsense requiring an immediate and comprehen-
sive solution.

There is no unified, sectoral law on judicial data processing relating to their ju-
dicial activities. Currently, the most important rules on data processing and data 
protection are set forth in several acts, each of them regulating a certain piece of 
the area. These legal instruments are the following:

–– The Fundamental Law (Art. VI)20

–– Act CLXI of 2011 on the organization and administration of the courts’21

–– Act CLXII of 2011 on the Legal Status and Remuneration of Judges22

–– Act XC of 2017 on the Code of Criminal Procedure23

–– Act CXXX of 2016 on the Code of Civil Procedure24

–– Act V of 2013 on the Civil Code25

–– Act CXII of 2011 on the Informational Self-Determination and Freedom of 
Information26 (Privacy Act)

–– Act CIV of 2010 on the freedom of the press and the fundamental rules on 
media content27

–– Act CLV of 2009 on the Protection of Classified Information28

From among the abovementioned acts, the act on the organization and adminis-
tration of the courts should be highlighted, as this act provides for the organiza-
tional basis of the structure of data processing.

19  Uo.
20  http://njt.hu/translated/doc/TheFundamentalLawofHungary_20190101_FIN.pdf (25. 01. 

2019)
21  https://net.jogtar.hu/jogszabaly?docid=A1100161.TV, http://konyvtar.bpugyvedikamara.

hu/wp-content/uploads/2012/03/CDL-REF2012007-e-.pdf (25. 01. 2019)
22  https://net.jogtar.hu/jogszabaly?docid=A1100162.TV, https://www.venice.coe.int/web-

forms/documents/default.aspx?pdffile=CDL-REF(2012)006-e 
(25. 01. 2019)
23  https://net.jogtar.hu/jogszabaly?docid=A1700090.TV&timeshift=fffffff4&txtreferer=000

00001.TXT (25. 01. 2019)
24  http://njt.hu/translated/doc/J2016T0130P_20180701_FIN.pdf (25. 01. 2019)
25  http://njt.hu/translated/doc/J2013T0005P_20180808_FIN.pdf (25. 01. 2019)
26  http://www.naih.hu/files/Privacy_Act-CXII-of-2011_EN_201310.pdf (25. 01. 2019)
27  http://nmhh.hu/dokumentum/162262/smtv_110803_en_final.pdf (25. 01. 2019)
28  https://mkogy.jogtar.hu/jogszabaly?docid=a0900155.TV , http://www.europam.eu/data/

mechanisms/FOI/FOI%20Laws/Hungary/Hungary_Protection%20of%20Classified%20Infor-
mation_2009.pdf (25. 01. 2019)
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The civil and criminal procedure acts contain procedural provisions for data 
processing.

In addition to the legislation above, the statutory provisions of the Privacy Act 
shall also apply during court proceedings.

The act on the protection of classified information is also an important act, 
as its provisions can significantly affect or restrict data processing, meaning that 
such provisions can virtually even override the application of general rules.29

Data processing and data protection during court proceedings is quite com-
plex. At the same time, due to the applicable rules, it is also quite chaotic.

To sum up, the root of all problems is that the provisions on data protection are 
not unified in one single sectorial legal instrument but have been incorporated 
into various separate but consecutive acts regulating similar legal issues regard-
ing procedures. In addition, the provisions of the Privacy Act should as well be 
observed simultaneously, which. the absence of constant harmonization, can be 
an issue.30 

The Privacy Act does not take into consideration the special status of judicial 
proceedings and vice versa, the procedural laws are not in accordance with the 
Privacy Act and with the relevant provisions of the Civil Code containing addi-
tional data protection rules in the context of personality rights.31 

This chatoic situation is greatly exemplified by the fact that our procedural laws 
allow some of the clients – for example the defendant, and the plaintiff – to have 
the right to use the data processed during the judicial procedure and the image 
(portrait) and sound recording with respect to press and publicity.32

In this case, the prevailing journalistic practice33 is to pixelate the portrait of the 
affected person according to the regulations of the Civil Code. a way that further 
characteristics like hair, height, possible physical disability or tattoo remain vis-
ible.

This practice corresponds to the regulations of the Civil Code, however it is not 
in harmony with procedural laws and it ignores the provisions of the Privacy Act, 

29  Harangozó Attila: Elhangzott „Az igazságügyi adatkezelésről és tájékoztatásról szóló 
törvény koncepciója” címmel rendezett konferencián, 2014. március 14-én Debrecenben. 
http://birosag.hu/sites/default/files/debrec-eni_konferencia_szoveg_0424… 

30  Harangozó Attila: Vitaanyag Az igazságügyi adatkezelésről és a bírósági tájékoztatásról 
szóló törvénytervezet előzetes egyeztetéséhez. (http://birosag.hu/nyilvanossag/az-igazsagugyi-
adatkezelesrol-es-birosagitajekoztatasrol-szolo-torvenytervezet) (25. 01. 2019)

31  Szeleczki Rita: Adatkezelés a bírósági eljárásokban https://mabie.hu/index.php/cikkek-
tanulmanyok/109-dr-szelecki-rita-adatkezeles-a-birosagi-eljarasokban (25. 01. 2019)

32  Navratil Szonja: Az igazságszolgáltatás nyilvánossága. In Badó Attila (szerk.): A bírói 
függetlenség, a tisztességes eljárás és a politika. 2011, Gondolat Kiadó, Budapest.

33  Prancz Balázs: A büntető igazságszolgáltatás és a média konfliktusa. Iustum Aequum 
Salutare, IV. 2008/2. 183.
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according to which personal data shall mean any data relevant to the data subject. 
particular by reference to the name and identification number of the data subject 
or one or more factors specific to his physical, physiological, mental, economic, 
cultural or social identity as well as conclusions drawn from the data in regard to 
the data subject. The Act on the Informational Self-Determination and Freedom 
of Information said, that personal data includes especially:

–– The data subject’s name.
–– Any identification code.
–– One or more pieces of information specific to the data subject’s physical, 

physiological, mental, economic, cultural or social identity.

In practice personal data is interpreted broadly. As a result, the term personal data 
covers (among others):

–– Biometric information.
–– Sound recordings.
–– E-mail addresses.
–– IP addresses identifying a computer.
–– Websites.

In addition to personal data, the DPA defines the following specific categories of 
data:

–– Sensitive personal data 
–– Criminal personal data.
–– Data of public interest.
–– Public data on grounds of public interest.34

4. The European Data Protection Reform

Globalizational changes have become a global phenomenon with the emergence 
and spread of infocommunication technologies, and as a result of globalization, 
the development of these technologies is accelerating, which also has a serious 
impact on some aspects of the information society that is relevant to us.

Due to global digitalization. Europe, the concepts of the GDPR have overwrit-
ten national data protection laws all across the Union, and not without reason. 

34  Act CXII of 2011 on the Informational Self-Determination and Freedom of Information. 
http://www.naih.hu/files/Privacy_Act-CXII-of-2011_EN_201310.pdf (25. 01. 2019)
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This reason being that digitalization and globalization is boundlessts, therefore 
data protection must be unified in the contect of the EU.35

A ‚Regulation’ (unlike the Directive which it replaced) is directly applicable and 
has consistent effect in all Member States. However, there remain more than 50 
areas covered by GDPR where Member States are permitted to legislate differently 
in their own domestic data protection laws, and there continues to be room for 
different interpretation and enforcement practices among the Member States.36

The recent European data protection reform (effective since May 2018) is the 
most important change in data privacy regulation in the last two decades. The 
reform will fundamentally reshape the way how data is processed across every 
sector, from healthcare to banking and beyond.

The European Data Protection Reform is implemented in three steps.

4.1. General Data Protection Regulation

The first step of the reform was the General Data Protection Regulation (GDPR) 
entering into force in 25 May 2018. In the following table you can see which Mem-
ber States have thus far complied with the provisions of the regulation. Unfortu-
nately, eight of the 28 member states couldn’t passed their GDPR implementation 
acts until 25th May.

According to the GDPR, a company can only process personal data under cer-
tain conditions. For instance, the processing should be fair and transparent, for 
a specified and legitimate purpose and limited to the data necessary to fulfil this 
purpose. It also must be based on one of the following legal grounds:

–– The consent of the individual concerned
–– A contractual obligation between the individuals
–– To satisfy a legal obligation
–– To protect the vital interests of the individual
–– To carry out a task that is in the public interest
–– And for the companies legitimate interest – only after having checked that 

the fundamental rights and freedoms of the individual whose data the com-
pany processing are not seriously impacted.37

35  Interview with Attila Péterfalvi, President of the National Authority for Data Protection 
and Freedom of Information. https://www.jogiforum.hu/interju/171 (25. 01. 2019) 

36  DLA Piper: Data Protection Laws of the World. HandBook 2019. 
37  European Commision: The GDPR: new opportunities, new obligations. 2018, Publica-

tions Office of the European Union, Luxembourg, 8.
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In data processing there are numerous potential risk, like an unauthorized dis-
closure, identity theft, online abuse, just to name a few. But the protection of per-
sonal data is a fundamental right for everyone in the European Union.

The GDPR give us more control over our personal data and improve our secu-
rity in online and offline as well.

GDPR builds on the rights enjoyed by individuals under the current Directive, 
enhancing existing rights and introducing a new rights to data portability. These 
rights are making it easier to claim damages for compensation and for consumer 
groups to enforce rights on behalf of consumers.

The GDPR ensure some new rights for EU citizens such as:
–– the right to receive clear and understandable information about the data 

processors, and what data they are processing, and also why processing that 
data38

–– the right to request access to the personal data an organization has about us39

–– the right to rectify: a right to require inaccurate or incomplete personal data 
to be corrected or completed without undue delay.40

–– the right to be forgotten41: Everyone has the right to ask to delete his or her 
personal data if he or she no longer want it to be processed and there is no 
legitimate reason for a company to keep it.42

–– the right to data portability: the data subject has the right to receive or have 
transmitted to another controller all personal data concerning them in a 
structured, commonly used and machine-readable format.43

The Regulation permit every Member State to restrict the rights of individuals and 
transparency obligations by legislation when the restriction “respects the essence 
of fundamental rights and freedoms and is a necessary and proportionate meas-
ure in a democratic society”44 to safeguard one of the following:

(a) national security (b) defence (c) public security (d) the prevention, inves-
tigation, detection or prosecution of breaches of ethics for regulated professions, 
or crime, or the execution of criminal penalties (e) other important objectives of 
general public interest of the EU or a Member State. particular economic or finan-
cial interests (f) the protection of judicial independence and judicial proceedings 

38  Art 12–14of the General Data Protection Regulation
39  Art 15 of the General Data Protection Regulation
40  Art 16 of the General Data Protection Regulation
41  Székely Iván: Jog ahhoz, hogy elfelejtsenek és töröljenek. Információs Társadalom, 

34/2013, 7–27. (online) http://www.infonia.hu/digitalis_folyoirat/2013/2013_34/i_tarsada-
lom_2013_3 4_szekely.pdf (25. 01. 2019)  

42  Art 17 of the General Data Protection Regulation
43  Art 20 of the General Data Protection Regulation
44  Art 23 of the General Data Protection Regulation
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(g) a monitoring, inspection or regulatory function connected with national se-
curity, defence, public security, crime prevention, other public interest or breach 
of ethics (h) the protection of the data subject or the rights and freedoms of others 
(i) the enforcement of civil law claims

4.2. Police Directive

The second step of the European Data Protection Reform was the Directive on 
the protection of natural persons regarding processing of personal data connect-
ed with criminal offences or the execution of criminal penalties, and on the free 
movement of such data. (2016/680/EU Directive, the so-called Police Directive).45

The new technologies allow personal data to be processed on an unprecedented 
scale in order to pursue activities such as the prevention, investigation, detection 
or prosecution of criminal offences or the execution of criminal penalties.

For the prevention, investigation and prosecution of criminal offences, it is nec-
essary for competent authorities to process personal data collected in the context 
of the prevention, investigation, detection or prosecution of specific criminal of-
fences beyond that context in order to develop an understanding of criminal ac-
tivities and to make links between different criminal offences detected.46

Ensuring a consistent and high level of protection of the personal data of nat-
ural persons and facilitating the exchange of personal data between competent 
authorities is crucial in order to ensure effective judicial cooperation in criminal 
matters and police cooperation.

The directive protects citizens’ fundamental right to data protection whenever 
personal data is used by criminal law enforcement authorities for law enforcement 
purposes. It will in particular ensure that the personal data of victims, witnesses, 
and suspects of crime is duly protected and will facilitate cross-border coopera-
tion in the fight against crime and terrorism.

It is really important that the Police Directive allow the Member States to speci-
fying processing operations and processing procedures in their national rules on 
criminal procedures in relation to the processing of personal data by courts and 
other judicial authorities. particular as regards personal data contained in a judi-
cial decision or in records in relation to criminal proceedings.47

In the areas of judicial cooperation in criminal matters and police cooperation 
it is inherent that personal data relating to different categories of data subjects are 

45  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv%3AOJ.L_.2016.119. 
01.0089.01.ENG (25. 01. 2019)

46  Directive (EU) 2016/680 of the Eruopean Parliament and of The Council (27)
47  Directive (EU) 2016/680 of the Eruopean Parliament and of The Council (20)
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processed. Therefore, a clear distinction should, where applicable and as far as 
possible, be made between personal data of different categories of data subjects 
such as: suspects; persons convicted of a criminal offence; victims and other par-
ties, such as witnesses; persons possessing relevant information or contacts; and 
associates of suspects and convicted criminals.

So the Directive’s provisions said that what extent it is possible to differentiate 
between the different categories of personal data of the different data subject.

According to Article 6, the data controller has to make a clear distinction be-
tween personal data of different categories of data subjects such as:

–– in terms of persons. terms of whom there is probable cause to suppose that 
they have committed a crime or prepare to do so. 

–– in terms of persons convicted for a crime
–– in terms of victims of a crime and those, about whom we have probable cau-

se to think that they have been in fact victims of a crime, 
–– in terms of other parties affected, concerned by a crime, e.g. such persons 

that can be called to testify or otherwise have information on a crime during 
the criminal proceedings, or people being in touch with the above. 48

4.3. ePrivacy Regulation

The third step will be the ePrivacy Regulation on the Respect for private life and the 
protection of personal data in electronic communications, which is – for political 
reasons and lack of consensus on some core issues – being delayed in legislation and 
is foreseeable by 2019–2020.49 

5. European Outlook in the field of data protection

As it mentioned above, the European Data Protection Reform will fundamentally 
reshape the way how data is processed across every sector, from healthcare to 
banking and beyond.

So as an outcome, it will also affect data processing and data protection in court 
proceedings. It is therefore essential to examine how the provisions of the GDPR 
have been incorporated into the legal system of each Member State and to apply 
concepts or provisions differently than those defined in the GDPR. (There are 

48  Directive (EU) 2016/680 of the Eruopean Parliament and of The Council Art. 6
49  Giovanni Buttarelli: The urgent case for new ePrivacy law. https://edps.europa.eu/

press-publications/press-news/blog/urgent-case-new-eprivacy-law_en (02. 02. 2019)
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several areas covered by GDPR where Member States are permitted to legislate 
differently in their own domestic data protection laws).

5.1. Austria

In Austria, the laws concerning the implementation of the GDPR have been 
adopted gradually.

The former Data Protection Act was amended in summer 2017, and the new 
Act was inteded to enter into force simultaneously with the General Data Protec-
tion Regulation.

The new Act considerably amended the former Data Protection Act and it is 
now the central piece of legislation Austria regulating data privacy.

To adapt to the terminology of the General Data Protection Regulation, further 
amendments to other statutory laws were adopted. This included the data protec-
tion legislation for the research sector.50

The new Data Protection Act does not contain any further definitions or deroga-
tions as compared to the GDPR. However the first section of the new Act – which 
provides a general right to data protection – does not use the definition of data sub-
ject. Instead, this section uses the term everyone, which means that the general right 
to data privacy applies to legal entities and other organizations as well.51

5.2. Belgium

In Belgium, the GDPR have been integrated through a couple of new laws. The 
Data Protection Act 2018 provides for the implementation of the provisions of the 
GDPR open to additional definition, derogation or further requirements.52

This Act includes the implementation of the 2016/680 Directive (Police Direc-
tive) regarding the processing of personal data connected with criminal offences 
and also the establishment of a Control body on police information (COC). 

The Act also regulates the different authorities outside the scope of the Euro-
pean Union’s law, including intelligence and security services.53

50  https://www.parlament.gv.at/PAKT/VHG/XXVI/ME/ME_00010/index.shtml (25. 01. 
2019)

51  DLA Piper: i. m. 44.
52  DLA Piper: i. m. 67.
53  http://www.ejustice.just.fgov.be/cgi_loi/change_lg.pl?language=nl&la=N&cn=20180730

46&table_name=wet (25. 01. 2019)
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5.3. Denmark

In Denmark, the data protection and data processing is regulated by the GDPR 
in addition tot he Danis Data Protection Act. The Danish Parlament replaced the 
former Danish Act on Processing of Personal Data54 on 17th of May, 2018 with 
the Danish Act on Data Protection (came into force simultaneously with GDPR).

Although the Danish Data Protection Act does not apply to Greenland and the 
Faroe Islands.55

5.4. Estonia

In Estonia, the Estonian Parliament adopted the new Personal Data Protection 
Act on 12th of December 2018, and entered into force on 15th of January, 2019. 
All of the derogations and additional requirements to the GDPR are provided in 
the above mentioned Act and the Personal Data Protection Implementaion Act.

The Estonian Personal Data Protection Act does not contain any further defini-
tions as compared to the GDPR, the Act use the same definitions as the GDPR.

5.5. France

In France, the French Parliament implemented the GDPR in to the domestic leg-
islation on 20th of June, 2018 with the new Law on Protection of Personal Da-
ta.56 This new Law generally updates the previous Act on Information technology, 
Data files and civil liberties.57

The French Data Protection Act appliable primarily if the data controller is es-
tablished in France. The French Data Protection Act applicable as well, if the data 
controller is established outside the European Union but uses processing means 
located on the French territory.58 It is means that the Act will apply to any process-
ing of personal data in the context of the activities of an establishment of a con-
troller or processor in France, even so if the processing not takes place in France.

54  Act no. 429 of 31/05/2000 https://rm.coe.int/16806af0e6 (25. 01. 2019)
55  DLA Piper: i. m. 187.
56  Law No. 2018-493 Protection of Personal Data https://www.legifrance.gouv.fr/affichTexte.

do?cidTexte=JORFTEXT000037085952&fastPos=1&fastReqId=364642988&categorieLien=ci
d&oldAction=rechTexte (25. 01. 2019)

57  Act on Information technology, Data files and Civil Liberties, Act N°78-17 OF 6 JANU-
ARY 1978 https://www.cnil.fr/sites/default/files/typo/document/Act78-17VA.pdf (25. 01. 
2019)

58  DLA Piper: i. m. 240.
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In addition, if the processing carried out for journalistic, academic or artistic 
purposes, these are an exception to the territorial scope. In such cases, the domes-
tic rules of the Member State where the controller is established shall apply.

5.6. Germany

Germany was the first EU Member State to adopt the new Federal Data Protection 
Act thereby creating the legal framework for the GDPR. The German Parliament 
officially published the new Data Protection Act on 5th of July, 2017, and the new 
Act entered into force simoultaneously with the GDPR on 25th of May 2018.59 

The aim of the New Data Protection Act was to make use of the several opening 
clauses, which allow the EU Member States to specify or restrict the data process-
ing requirement under the GDPR.

The German Federal Data Protection Act uses the same definitions as the 
GDPR, but incorporate additional definition for public bodies of the Federation, 
public bodies of the Länder, and private bodies.60

5.7. Italy

In Italy, the Italian Parliament implemented the GDPR with a Legislative Decree61 
which came into force on 19th of September 2018. The new Privacy Code uses the 
same definitions as the GDPR, however it provides further restrictions on data 
subjects rights for judicial purposes. For example, the provisions of the Privacy 
Code can be exercised within the limits established in the law on the proceeding 
and procedures before the courts.62

In addition, the Data Protection Act also provides for data protection rights for 
deceased persons. 

According to the Privacy Code, data protection rights for deceased persons 
shall exercised by those having an interest of their own, or by those who act to 
protect the data subject. 

59  https://www.gesetze-im-internet.de/englisch_bdsg/index.html (25. 01. 2019)
60  DLA Piper: i. m. 256.
61  Legislative Decree 101/2018 http://www.gazzettaufficiale.it/atto/serie_generale/carica-

DettaglioAtto/originario?atto.dataPubblicazioneGazzetta=2018-09-04&atto.codiceRedaziona
le=18G00129&elenco30giorni=false (25. 01. 2019)

62  DLA Piper: i. m. 381.
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5.8. Lithuania

In the Republic of Lithuania, the Parliament implemented the GDPR with the 
new Law on Legal Protection of Personal Data, which has been in force since 16th 
of July 2018.63 The new Law applies to controllers and processors established in 
Lithuania, and to controllers following the Lithuanian law by virtue of the inter-
national public law. However. the case of companies offering goods or services in 
the European Union or offering a follow-up to the behavior of those concerned, 
the Act applies only to data controllers and processors who have appointed a rep-
resentative in Lithuania.64

The Lithuanian Data Protection Law applies the definitions given by the GDRP 
with two differences.

According to the Law the direct marketing shall mean an activity intended for 
offering goods or services to individuals by post, telephone or any other direct 
means and/or for obtaining their opinion about the offered goods or services.65 
And the Institutions and authorities shall mean the state and municipal institu-
tions and authorities, enterprises and public institutions, financed by state or mu-
nicipal budgets or state monetary funds and authorized by the Law on Public 
Administration of the Republic of Lithuania.66

5.9. Polland

In Polland, the new Act on Personal Data Protection67 entered into force 25th 
of May 2018. The new Act brings the Polish data protection law into conformity 
with the GDPR. The Polish Parliament published two draft acts on personal data 
protection law. The above mentioned Act was the first draft. The second draft act 
is about the provisions implementing the new Data Protection Act. This draft act 
contains several amendments of sectorial regulations, but the entry into force of 
the draft has been delayed.

The biggest innovation in the new polish data protection law is the creation of a 
new data protection supervision body which has a broader scope than the previ-
ous DPA.

63  Law on Legal Protection of Personal Data. https://e-seimas.lrs.lt/portal/legalAct/lt/TAD/
ef70b5d2f14811e78f3dc265493430ae?jfwid=nz8qn7vvf (25. 01. 2019)

64  https://iapp.org/news/a/lithuania-adopts-new-law-on-the-legal-protection-of-personal-
data/ (25. 01. 2019)

65  Law on Legal Protection of Personal Data, Article 2. https://e-seimas.lrs.lt/portal/lega-
lAct/lt/TAD/ef70b5d2f14811e78f3dc265493430ae?jfwid=nz8qn7vvf (25. 01. 2019)

66  DLA Piper: i. m. 434.
67  http://www.dziennikustaw.gov.pl/DU/2018/1000 (25. 01. 2019)
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The Act on Personal Data Protection uses the same definitions as the GDPR, 
however, the second draft act still going through the legislative procedure and it 
may will include some derogations to the definitions.68

5.10. Spain

In Spain, the new law on the Protection of Personal Data and the Guarantee of Digi-
tal Rights entered into force 6th of December 2018.69 The Law brings the national 
system of data protection in line with the EU General Data Protection Regulation, 
and guarantees the digital rights of citizens and employees, beyond the GDPR.

This new law is more than just the implementation of the GDPR. Primarily it 
adapts the GDPR and provides additional specifications or restrictions of its rules. 
In addition the law also guarantees the digital rights of citizens beyond the GDPR. 
The new data protection law includes provisions on the right to internet access, 
the right to digital education, and the right to correction on the internet.70

According to the Law political parties and electoral groups can use personal 
data obtained from websites and other sources of public access to carry out politi-
cal activities during an electoral period. This provision may raises several interest-
ing concerns, but the extensive discussion of these issues are not subject of this 
paper. However according to the report of the Spanish DPA, political parties shall 
only process political opinions when they have been freely expressed by people in 
the exercise of their right to freedom of expression.71

6. Conclusion

We do not need to have a crystal ball, looking into the future, to be able to tell, 
that these issues remain key to the efficiency and fairness of judicial proceedings 
and that the protections of privacy and personal data are as much important in the 
judicial perspective as the efficient administration of justice. 

The answer to the question: which one of these is the interest of higher order 
to be served by the administration of justice is a hard one, but hard cases – in this 
issue, as we have seen from this paper – make good and sustainable law and raise 
many important questions for the legislator to think about.

68  DLA Piper: i. m. 582. 
69  https://www.boe.es/buscar/act.php?id=BOE-A-2018-16673 (25. 01. 2019)
70  https://iapp.org/news/a/spains-new-data-protection-law-more-than-just-gdpr-imple-

mentation/ (25. 01. 2019)
71  https://iapp.org/news/a/spains-new-data-protection-law-more-than-just-gdpr-imple-

mentation/ (25. 01. 2019)
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